PHP Terms

Associative Array

Hash table accessed by a string-based index/key. For example, $myarray['4'] and $myarray['foo'] access the values associated with the keys 4 and foo respectively. See also: Indexed Array.
Embedded Scripting Language

Scripting language that can exist within HTML code. Both PHP and JavaScript are embedded scripting languages. Although Perl can be used for Web applications, it cannot be mixed with HTML markup.
Code Island

A block of PHP code embedded within HTML markup.
Command Line Interface (CLI)

Interface to the PHP interpreter via the binary itself (e.g., php on Linux, or php.exe on Microsoft Windows).
Cookie

A small file that exists on the client’s computer, which stores information that a Web site can access. A cookie allows state information to be stored locally, meaning that context between pages can exist in a separate file rather than being passed as part of the URL.
Cross-site Scripting (XSS)

“…a type of computer security vulnerability typically found in web applications which allow code injection by malicious web users into the web pages viewed by other users.” (from Wikipedia)
Document Object Model (DOM)

A standard for representing XML or HTML documents as a hierarchy of objects.
Dynamic Typing

Programming language property where data type checking is performed during run-time (also known as “late-binding”) as opposed to compile-time. A language that uses dynamic typing can be said to be “loosely typed.”
Indexed Array

Standard array accessed by a numerical index. For example, $myarray[0] accesses the first value in the array named $myarray. See also: Associative Array.
Interpolated String

String of characters enclosed in double quotation marks. An interpolated string will be parsed to replace variable names with their corresponding values, and escape codes (e.g., \n) will be replaced with the appropriate characters within the string. See also: Literal String.
Literal String

String of characters enclosed in single quotation marks. A literal string will not be parsed to substitute variable names and escape codes. See also: Interpolated String.
Parse Error
Most commonly encountered error message, which typically occurs because of a missing semicolon or unbalanced quotation marks.
PHP

PHP: Hypertext Processor. A server-side, embedded scripting language commonly used for Web applications where dynamic page content is required.

Session
A “server-side cookie” where the information is stored on the Web server because of the potential for cookies to be altered on the client’s machine.

Short Tag

The abbreviated form of <?php, denoted by <?. The short tag should be avoided because (a) it is not guaranteed to be supported (i.e., it can be disabled in the PHP configuration), and (b) it can interfere with XHTML markup validation.

SQL Injection Attack

“A technique that exploits a security vulnerability occurring in the database layer of an application. The vulnerability is present when user input is either incorrectly filtered for string literal escape characters embedded in SQL statements or user input is not strongly typed and thereby unexpectedly executed.” (from Wikipedia)
Superglobals

Global variables that a predefined by PHP because they have special uses. The variables themselves are associative arrays. The superglobal variables are $_GET, $_POST, $_FILES, $_COOKIE, $_REQUEST, $_SESSION, $_SERVER, $_ENV, and $GLOBALS.

Variable Variables

A method of accessing a variable without using that variable directly. Essentially the first variable contains a string whose value is the name of the second variable (without the dollar sign). The second variable is accessed indirectly by prefixing the first variable with an extra dollar sign.
